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IT Risks : CTO and RSSI (fr) 
- Programming best practices and main security flaw (top 10 OWASP) - Ethical Hacking (white hat)
- IT response plan and data protection
- Authenticate, Authorize, Accounting (AAA)
- Legal aspects and laws.
- RGPD (fr)
- Data Backup.
- IT Governance
- OSINT

This course is a follow up about IT security 4A SAGI with a deep focus on concept such as software and hardware firewall and 
by managing IT security risk in accordance with the latest standards.  It will emphasis all aspect about cyber security threats 
and ways to protect professional as well as personal data.

Cyber security (UE 7.4)
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