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Symmetric and asymmetric encryption 
- Diffie-Hellman, RSA, AES, SHA algorithms
- Hash functions, signature, integrity check
- Confidentiality and data integrity: - encrypted containers - encryption of communications (email, web, dns ...)

Computer security makes extensive use of concepts derived from cryptology, and many protocols are based on it. This course 
allows to scan these concepts through the implementation of various indispensable tools.

Cyber security (UE 7.4)
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